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Kebijakan Berbagi Data Serikat 
Buruh/Organisasi Masyarakat Sipil: Versi I 
Berlaku efektif per 20 Jan 2026 

I. Tujuan 
Kebijakan ini menjelaskan bagaimana Open Supply Hub (OS Hub) berkolaborasi dengan 
serikat buruh (SB) dan organisasi masyarakat sipil (OMS) dalam berbagi data rantai pasok 
untuk dimasukkan ke dalam basis data OS Hub. 

Kebijakan ini disusun berdasarkan laporan OS Hub tahun 2025, Beyond Transparency, yang 
merangkum wawasan utama dari serikat buruh dan OMS mengenai bagaimana perangkat 
akuntabilitas rantai pasok digital, seperti OS Hub, harus mengelola data dari para aktor 
tersebut, terutama dengan cara-cara yang menjamin kepercayaan, keamanan, persetujuan, dan 
timbal balik. 

Kebijakan ini melengkapi, namun tidak menggantikan, Ketentuan Penggunaan dan Kebijakan 
Penggunaan Data OS Hub. Versi pertama dari Kebijakan Berbagi Data ini mulai berlaku pada 
20 Jan 2026. Data yang dikontribusikan oleh serikat buruh dan OMS sebelum tanggal tersebut 
mungkin sudah atau belum ditinjau berdasarkan proses ini, sedangkan seluruh kontribusi data 
di masa mendatang akan mengikuti kebijakan ini. 

Harap diperhatikan bahwa ini adalah Versi pertama. OS Hub akan terus menyempurnakan dan 
memperbaruinya berdasarkan masukan dari serikat buruh/OMS. Jika Anda memiliki komentar 
atau saran, Anda dapat menyampaikannya melalui formulir umpan balik ini. 

 

II. Peran  

Kontributor (Serikat Buruh / Organisasi Masyarakat Sipil) 

Kontributor adalah sumber utama pengirim data ke OS Hub. Mereka bertanggung jawab untuk 
memastikan bahwa data yang dikirimkan akurat, aman untuk dibagikan, dan telah mendapatkan 

https://info.opensupplyhub.org/resources/beyond-transparency-building-safe-accessible-digital-tools-for-supply-chain-accountability
https://info.opensupplyhub.org/governance-policies
https://info.opensupplyhub.org/governance-policies
https://forms.gle/WX1NFRYR9v9AYQhVA
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persetujuan organisasi yang diperlukan. Keputusan akhir untuk mengkontribusikan data 
sepenuhnya berada di tangan kontributor. 

Open Supply Hub (OS Hub) 

OS Hub memfasilitasi proses tersebut dengan cara: 

●​ Memberikan panduan risiko terkait potensi risiko keamanan, hukum, dan reputasi 
melalui staf dan komite penasihatnya;​
 

●​ Menerapkan Gerbang Tinjauan Keamanan (lihat Bagian IV) sebelum publikasi untuk 
mengidentifikasi dan memitigasi kemungkinan dampak buruk; dan 
 

●​ Mendukung kontributor dengan memberikan masukan, opsi anonimisasi, serta 
langkah-langkah praktis untuk meminimalkan risiko dan meningkatkan kualitas data. 

Pengguna Data 

Pengguna Data dapat mengakses dan menggunakan data yang telah dipublikasikan sesuai 
dengan Ketentuan Layanan OS Hub. 

Kepemilikan & Lisensi 

Semua data yang dipublikasikan di OS Hub dibagikan di bawah lisensi Creative Commons 
Atribusi 4.0 Internasional (CC BY 4.0). Hal ini berarti kontributor tetap diakui sebagai sumber 
data mereka, sementara OS Hub menyediakan wadah, mengurus, dan mempublikasikannya 
untuk penggunaan terbuka yang selaras dengan lisensi ini. 

 

III. Jenis Data & Persetujuan 
Untuk memastikan keamanan, OS Hub membedakan data ke dalam dua kategori utama: data 
organisasi dan data pribadi atau data sensitif. 

Data Organisasi 

Mengacu pada informasi mengenai institusi, tempat kerja, atau struktur kolektif, bukan 
mengenai individu secara perseorangan. 

Contoh (beberapa, tidak semua): 

●​ Daftar pabrik atau pemasok berdasarkan wilayah 

https://info.opensupplyhub.org/terms-of-service
https://creativecommons.org/licenses/by/4.0/deed.en
https://creativecommons.org/licenses/by/4.0/deed.en
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●​ Keberadaan Perjanjian Kerja Bersama (PKB) atau mekanisme penyelesaian keluhan​
 

●​ Pabrik atau tempat kerja yang tercakup dalam sebuah studi penelitian​
 

●​ Inisiatif, kampanye, atau kegiatan pemantauan yang dipimpin oleh serikat buruh atau 
OMS 

Data Pribadi atau Data Sensitif 

Mengacu pada informasi yang dapat mengidentifikasi, mengungkap, atau membahayakan 
seseorang. 

Contoh (beberapa, tidak semua): 

●​ Nama, detail kontak, atau foto pekerja, pengorganisir buruh, atau pelapor pelanggaran.​
 

●​ Narasi kasus individu atau kesaksian yang mengandung detail yang dapat diidentifikasi.​
 

●​ Setiap data yang dapat dilacak kembali ke seseorang melalui lokasi mereka, jabatan 
mereka, atau deskripsi kejadian. 

Kebijakan: OS Hub tidak menerima data pribadi atau sensitif untuk diunggah, karena OS Hub 
tidak dapat menjamin keamanan setelah informasi tersebut menjadi konsumsi publik. 

Hak Penarikan 

Kontributor dapat meminta penghapusan data mereka kapan saja. Permintaan mendesak 
(misalnya, terkait dengan ancaman keamanan atau hukum) akan diproses dalam waktu dua 
hari kerja jika memungkinkan. 

Penetapan 

Jika dirasa aman, OS Hub akan memberikan kredit kepada organisasi kontributor dengan 
mencantumkan namanya. Jika kontributor memilih untuk tidak disebutkan namanya, maka 
atribusi akan menunjukkan bahwa entitas data tersebut dikontribusikan oleh “Organisasi 
Masyarakat Sipil atau Serikat Buruh.” 
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IV. Tahap Peninjauan Keamanan (Safety Review Gate) 
Sebelum setiap pengajuan data dari serikat buruh atau OMS dipublikasikan di OS Hub, data 
tersebut harus melalui Tahap Peninjauan Keamanan (Safety Review Gate.1 ). Proses ini 
membantu mengidentifikasi dan mengurangi risiko bagi para kontributor, pekerja, dan 
masyarakat sebelum data tersebut dapat dilihat oleh publik. Setiap pengajuan ditinjau oleh tim 
OS Hub dan setidaknya satu anggota Komite Penasihat SBuruh/OMS sebelum dipublikasikan.  

Siapa yang Melakukan Peninjauan 

Komite Penasihat Serikat Buruh/OMS terdiri dari individu-individu yang bekerja sama dengan, 
atau pernah bekerja secara erat dengan serikat buruh dan organisasi masyarakat sipil, serta 
memahami risiko politik dan sipil yang dihadapi di berbagai wilayah. 

Seluruh anggota Komite Penasihat diharapkan untuk menangani setiap pengajuan data dengan 
kerahasiaan dan kehati-hatian yang ketat. Mereka meninjau informasi hanya untuk tujuan 
menilai potensi risiko keamanan, hukum, atau privasi, dan tidak diizinkan untuk membagikan 
atau membahas data tersebut di luar proses peninjauan. 

Jika komite memutuskan bahwa mereka kurang memiliki keahlian sektoral atau regional yang 
diperlukan untuk suatu pengajuan data tertentu,, OS Hub dapat—berkonsultasi dengan Komite 
Penasihat dan organisasi yang mengajukan—mengundang pakar eksternal terpercaya untuk 
mendukung peninjauan tersebut. Setiap pakar eksternal yang terlibat juga diwajibkan untuk 
mengikuti standar kerahasiaan dan batasan tujuan penggunaan yang sama.. 

Untuk menjamin transparansi, kontributor dapat meminta nama dan rincian anggota Komite 
Penasihat Serikat Buruh/OMS yang meninjau data mereka. Kontributor juga dapat meminta 
panggilan klarifikasi singkat dengan anggota yang meninjau tersebut untuk mendiskusikan 
konteks atau opsi mitigasi risiko yang memungkinkan sebelum keputusan akhir dibuat. 

Fokus Area Peninjauan 

Saat ini, Tahap Penilaian Keamanan (Safety Review Gate) OS Hub berfokus pada tiga kategori 
risiko. Kategori-kategori ini dapat berkembang dari waktu ke waktu untuk mencerminkan 
konteks baru dan pelajaran yang dapat dipetik. 

a. Kebebasan Berserikat & Risiko Ruang Publik 

Pertanyaan kunci meliputi: 

1 The Safety Review Gate diterapkan bersamaan dengan kebijakan perlindungan (safeguarding) 
dan kebijakan pelapor pelanggaran (whistleblower) OS Hub yang sudah ada, yang 
menyediakan jalur tambahan untuk menyampaikan kekhawatiran jika diperlukan." 

https://open-supply.files.svdcdn.com/production/assets/images/OSHub-2025-Safeguarding-Policy.pdf?dm=1738866888
https://open-supply.files.svdcdn.com/production/assets/downloads/OS-Hub-Whistleblower-Policy.pdf?dm=1667292747
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●​ Apakah publikasi ini dapat mengekspos para pekerja, pengorganisir, atau serikat buruh 
dengan tindakan balasan atau pelecehan?​
 

●​ Apakah data tersebut berkaitan dengan konteks di mana aktivitas serikat buruh atau 
OMS dikriminalisasi atau sangat dibatasi? 

Saat ini, OS Hub tidak mengevaluasi apakah sebuah serikat atau organisasi bersifat “sah” 
atau merupakan “serikat kuning” (yellow union). Penilaian semacam itu berada di luar 
mandat kami saat ini. Di masa mendatang, OS Hub mungkin akan mengembangkan 
kategori atau identitas yang berbeda untuk berbagai bentuk serikat buruh dan OMS 
(misalnya melalui ikon atau penanda di platform) guna membantu pengguna 
membedakan berbagai jenis organisasi. 

b. Risiko Hukum dan Kepatuhan 

Pertanyaan kunci meliputi: 

●​ Apakah pengajuan tersebut dapat digugat sebagai fitnah, menyesatkan, atau tidak 
akurat?​
 

●​ Apakah terdapat risiko litigasi, pertanggungjawaban hukum, atau tindakan hukum 
lainnya terhadap OS Hub atau kontributor yang dapat diprediksi? 
 

●​ Apakah publikasi ini berisiko melanggar hukum nasional atau perjanjian berbagi data 
yang sudah ada?​
 

c. Risiko Sensitivitas Data & Privasi 

Pertanyaan kunci meliputi: 

●​ Apakah pengajuan tersebut mengandung informasi pribadi atau yang dapat diidentifikasi 
(meskipun nama-nama telah dihapus)?​
 

●​ Apakah individu dapat diidentifikasi kembali melalui jabatan, insiden, atau detail 
geografis?​
 

●​ Apakah data tersebut dapat disalahgunakan untuk pengawasan, doxxing (penyebaran 
informasi pribadi secara jahat), atau intimidasi?​
 

●​ Apakah data tersebut mengandung deskripsi tentang kekerasan atau pelecehan yang 
dapat memicu trauma kembali pada korban jika dipublikasikan? 
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Jangka Waktu 

Dalam kondisi normal, OS Hub menargetkan untuk menyelesaikan Tahap 
PeninjauanKeamanan (Safety Review Gate) dalam waktu 10 hari kerja setelah menerima 
pengajuan data yang lengkap. Untuk pengajuan yang mendesak,misalnya, jika publikasi 
bersifat sensitif terhadap waktu atau terkait dengan kampanye yang sedang berjalan, OS Hub 
akan berupaya semaksimal mungkin untuk meninjau dan mempublikasikannya dalam waktu 5 
hari kerja, bergantung pada ketersediaan peninjau dan kondisi risiko. 

Batasan-batasan 

Kategori dan lini masa di atas tidak mencakup setiap skenario yang mungkin terjadi. OS Hub 
menerapkannya dengan menggunakan penilaian terbaik dari multinasional staf, Komite 
Penasihat, dan para pakar kami. Meskipun demikian, perlindungan menyeluruh tidak dapat 
dijamin, dan kontributor didorong untuk mempertimbangkan potensi risiko dengan cermat 
sebelum melakukan pengajuan data. 

Hasil yang Mungkin dari Peninjauan  Keselamatan (Safety Review) 
Hasil Deskripsi 

Publikasi Data disetujui untuk dimasukkan ke dalam OS Hub. Langkah-langkah 
perlindungan, seperti anonimisasi atau atribusi terbatas, mungkin akan 
diterapkan. 

Tunda Publikasi data ditunda sementara waktu hingga mendapatkan klarifikasi 
dari kontributor atau adanya langkah perlindungan tambahan 

Pemisahan/P
enolakan  Melalui konsultasi dengan organisasi yang mengajukan, publikasi data 

dapat ditangguhkan jika dinilai terlalu berisiko untuk dirilis secara aman. 
OS Hub akan bekerja sama dengan kontributor untuk menjajaki berbagai 
opsi yang memungkinkan, seperti pengeditan, anonimisasi, atau 
penundaan publikasi. Data tersebut akan disimpan secara aman dan 
dievaluasi kembali di kemudian hari, jika dan ketika kondisi telah membaik. 

 
Otoritas Keputusan & Transparansi 

Komite Penasihat Serikat Buruh/OMS memiliki keputusan akhir atas semua keputusan terkait 
keamanan sehubungan dengan suatu kumpulan data (dataset). Peran komite adalah untuk 
melindungi para kontributor dan pemegang hak, guna memastikan bahwa tidak ada data yang 
dipublikasikan jika secara wajar dapat mengekspos individu atau kelompok terhadap bahaya, 
tindakan balasan, atau risiko hukum. 
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Jika komite memutuskan bahwa suatu kumpulan data atau sebagian darinya menimbulkan 
risiko yang tidak dapat dikelola, data tersebut tidak akan dipublikasikan hingga risiko tersebut 
dapat dimitigasi. Keputusan ini mencerminkan komitmen bersama terhadap prinsip “tidak 
membahayakan” (do no harm) dan untuk memprioritaskan keamanan di atas penayangan data 
(visibility). 

Dalam situasi tersebut, anggota Komite Penasihat akan bersedia untuk berbicara secara 
langsung dengan organisasi kontributor guna mengklarifikasi kekhawatiran, menjelaskan alasan 
di balik keputusan tersebut, dan menjajaki cara-cara alternatif yang lebih aman untuk 
mendukung atau merepresentasikan data tersebut. 

 

V. Pemulihan, Koreksi & Penarikan Data (Takedown) 
OS Hub menyadari bahwa keadaan, risiko, atau fakta dapat berubah setelah data 
dipublikasikan di platform. Untuk menjunjung tinggi prinsip “do no harm” (tidak membahayakan), 
para kontributor dan pihak yang terdampak memiliki jalur yang jelas untuk mengajukan 
permohonan koreksi, penghapusan, atau bentuk pemulihan lainnya jika diperlukan. 

Cara Mengajukan Permohonan 

Permohonan dapat diajukan oleh: 

●​ Serikat buruh atau organisasi masyarakat sipil yang menjadi kontributor; atau​
 

●​ Perwakilanresmi yang ditunjuk oleh kontributor. Nama dan rincian kontak dari perwakilan 
resmi tersebut harus diberikan pada saat pengiriman data melalui Formulir Google 
resmi. 

Permohonan harus dikirim ke support@opensupplyhub.org dan dapat ditulis dalam bahasa apa 
pun. Pengajuan dalam bahasa lokal atau regional akan diterjemahkan secara internal jika 
diperlukan untuk memastikan tanggapan yang tepat waktu dan akurat. 

Permohonan yang Memenuhi Syarat 

OS Hub menerima permohonan pemulihan, koreksi, atau penarikan data (takedown) karena 
alasan-alasan berikut (merupakan contoh, tidak terbatas pada): 

●​ Ancaman keamanan: publikasi menciptakan atau meningkatkan risiko bahaya, tindakan 
balasan, atau paparan hukum.​
 

●​ Ketidakakuratan atau penyebutan yang salah: kesalahan fakta, rincian fasilitas yang 
tidak benar, atau penyebutanyang salah.​
 

https://forms.gle/Q4XvHkeeYqKGhVHJ9
https://forms.gle/Q4XvHkeeYqKGhVHJ9
mailto:support@opensupplyhub.org
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●​ Penarikan persetujuan: kontributor atau perwakilan resmi menarik kembali izin untuk 
mempublikasikan data..​
 

●​ Perintah hukum atau pembatasan: perintah pengadilan, arahan pemerintah, atau 
kewajiban hukum lainnya.​
 

●​ Kekhawatiran lain yang sah: seperti risiko kontekstual baru, masalah privasi, atau 
permohonan dari tingkat komunitas. 

Tindakan yang Tersedia 

Tergantung pada sifat permohonan dan tingkat risikonya, OS Hub dapat: 

●​ Menyembunyikan data sementara waktu selama meninjau masalah tersebut;​
 

●​ Mengoreksi atau melakukan redaksi pada kolom atau teks tertentu;​
 

●​ Menghapus data sepenuhnya dari tampilan publik; atau​
 

●​ Menambahkan catatan penjelas untuk memberikan pembaruan yang telah terverifikasi 
atau penjelasan kontekstual. 

Semua tindakan dicatat dalam daftar keputusan internal OS Hub untuk menjaga akuntabilitas 
dan konsistensi. 

JangkaWaktu 

●​ Kasus mendesak (misalnya, ancaman keamanan atau hukum) akan dinilai dan 
ditindaklanjuti dalam waktu dua hari kerja, jika memungkinkan. 

 
●​ Kasus yang tidak mendesak akan ditinjau dalam waktu lima hari kerja. Jika permohonan 

masuk pada akhir pekan atau hari libur nasional, pemrosesan akan dimulai pada hari 
kerja berikutnya. 

Komunikasi dan Tindak Lanjut 

Kontributor akan menerima notifikasi setelah permohonan mereka diproses. Jika diperlukan 
klarifikasi lebih lanjut, staf OS Hub atau anggota Komite Penasihat Serikat Buruh/OMS dapat 
menghubungi Anda untuk mendiskusikan opsi-opsi yang tersedia sebelum menetapkan 
keputusan akhir. 

Apabila suatu permohonan menunjukkan pola risiko yang lebih luas atau berulang, misalnya, 
ancaman yang terjadi berkali-kali atau pembatasan khusus di wilayah tertentu, OS Hub dapat 
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berkonsultasi dengan Komite Penasihat guna memastikan penanganan yang konsisten dan 
pembelajaran bersama terhadap kasus-kasus serupa. 

 

VI. Tanggung Jawab Kontributor 
Serikat buruh dan organisasi masyarakat sipil (OMS) yang berkontribusi dalam penyediaan data 
memegang peranan penting dalam memastikan bahwa informasi yang dibagikan melalui OS 
Hub tetap kredibel, aman, dan menghormati hak asasi. Dengan mengirimkan data, para 
kontributor setuju untuk mematuhi prinsip-prinsip di bawah ini. 

a. Tidak Membahayakan 

Kontributor harus melakukan segala upaya yang wajar untuk memastikan bahwa publikasi data 
tidak membahayakan pekerja, pengorganisir, atau masyarakat. Hal ini mencakup melakukan 
pemindaian risiko dasar sebelum pengiriman data, serta berkonsultasi dengan pakar hukum, 
keamanan siber, atau ahli organisasi jika diperlukan. 

b. Gunakan Saluran Aman 

Data harus dikirimkan hanya melalui saluran yang aman dan terpercaya. OS Hub menerima 
data melalui Formulir Google resmi yang digunakan untuk pengiriman data Serikat Buruh/OMS. 
Jika karena alasan apapun opsi ini dirasa tidak nyaman atau tidak memungkinkan, OS Hub 
dapat bekerja sama dengan kontributor untuk mengidentifikasi metode pengiriman alternatif 
yang sesuai dengan konteks dan tingkat risiko mereka (misalnya, email terenkripsi atau saluran 
lain yang disepakati bersama). 

c. Informasi yang Akurat dan Berimbang 

Sediakan informasi terbaik yang dapat diverifikasi pada saat pengajuan data. Jika informasi 
hanya bersifat sebagian, sedang dalam sengketa, atau menunggu konfirmasi, tandai dengan 
jelas menggunakan keterangan seperti “dugaan” (allegation), “menunggu verifikasi” (pending 
verification), atau “perkiraan” (approximate). 

d. Hormati Persetujuan 

Sebelum mengirimkan data, pastikan bahwa semua organisasi atau jaringan terkait telah 
memberikan persetujuan agar data mengenai mereka disertakan. Data pribadi atau data yang 
dapat mengidentifikasi seseorang tidak boleh disertakan sama sekali.  

e. Terlibat dalam Tindak Lanjut 

Kontributor diharapkan tetap bersedia, jika memungkinkan, untuk: 

https://forms.gle/Q4XvHkeeYqKGhVHJ9
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●​ Menanggapi permintaan klarifikasi dari OS Hub atau Komite Penasihat;​
 

●​ Membantu mengidentifikasi atau menyelesaikan masalah keamanan atau akurasi yang 
muncul setelah publikasi. 

f. Perbarui atau Tarik Data Jika Diperlukan 

Jika informasi yang diajukan sudah tidak mutakhir, tidak akurat, atau berisiko jika tetap 
ditayangkan di internet, kontributor sangat dianjurkan untuk segera memberitahu OS Hub 
melalui proses pemulihan (lihat Bagian V). Hal ini membantu menjaga keakuratan dan 
melindungi semua pihak yang terlibat. 

 

Lampiran A : Formulir Pengajuan Data 
Kontributor dapat berbagi data organisasi dengan OS Hub menggunakan formulir berikut: 

Formulir Pengiriman Data SB/OMS OS Hub 

Saat mengirimkan data, mohon sertakan informasi identifikasi dasar mengenai setiap lokasi 
produksi atau tempat kerja, misalnya: 

●​ Nama Fasilitas / Tempat Kerja​
 

●​ Alamat (lihat panduan di bawah)​
 

●​ Negara​
 

●​ Sektor / Industri​
 

Data dapat dikirimkan dalam format apa pun (misalnya: Spreadsheet, PDF, laporan singkat, 
atau berkas teks) 

Jika Anda menghadapi kendala dalam menggunakan Formulir Google, seperti konektivitas yang 
terbatas, hambatan bahasa, atau kekhawatiran terkait keamanan digital, OS Hub dapat 
mengatur metode pengiriman alternatif yang aman, termasuk melalui Signal atau email 
terenkripsi.  

Panduan Mengenai Alamat 

Untuk memastikan akurasi dan kegunaan yang maksimal, penulisan alamat harus mengikuti 
panduan di bawah ini sedapat mungkin: 

https://forms.gle/WRUk5ZvnTJNexu2B8
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Alamat harus lengkap dan mencakup: 

●​ Nomor Jalan​
 

●​ Nama Jalan​
 

●​ Kota atau Kabupaten​
 

●​ Kode Pos​
 

Jika nama jalan dan/atau nomor tidak tersedia atau tidak ada, harap gunakan: 

●​ Nama Kawasan​
 

●​ Nama Desa, atau​
 

●​ Identitas geografis lainnya yang dikenal secara lokal. 

Panduan tambahan: 

●​ Terjemahkan karakter non-huruf Romawike dalam padanan huruf Romawi/Inggris​
 

●​ Hapus Kotak Pos atau referensi serupa (misalnya: PO Box, Kotak Pos), karena hal ini 
dapat mengganggu proses pemetaan dan akurasi lokasi. 

Jika detail alamat yang tepat sulit atau berisiko untuk dibagikan, kontributor sangat dianjurkan 
untuk menandai hal ini pada saat pengiriman data agar Open Supply Hub dapat mencari 
langkah perlindungan yang tepat selama proses Tahap Peninjauan Keamanan (Safety Review 
Gate). 

 

Lampiran B — Template Permohonan Penarikan / 
Perubahan Data 
Untuk mengajukan permohonan perbaikan, penyuntingan, atau penghapusan data, mohon 
berikan informasi berikut. Anda dapat menyalin format ini ke dalam email dan mengirimkannya 
ke support@opensupplyhub.org dalam bahasa apa pun. 

Subjek: Permohonan Penarikan / Perbaikan 

Nama & peran pemohon: 

mailto:support@opensupplyhub.org
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Catatan / URL / Identitas fasilitas:​
Identifikasi entri data atau kumpulan data spesifik yang dimaksud 

Jenis Masalah​
Silakan jelaskan masalah yang terjadi, misal: 

●​ Risiko Keselamatan​
 

●​ Ketidakakuratan​
 

●​ Penarikan Persetujuan​
 

●​ Perintah hukum (lampirkan jika tersedia)​
 

●​ Lainnya (mohon jelaskan) 

Tindakan yang diminta:​
 Mohon tentukan apa yang Anda ingin OS Hub lakukan, sebagai contoh: 

●​ Menyunting detail tertentu​
 

●​ Sembunyikan sementara​
 

●​ Hapus sepenuhnya​
 

●​ Lainnya (mohon jelaskan)​
 

Alasan & bukti:​
(Penjelasan tidak lebih dari 500 kata. Lampirkan dokumen pendukung jika tersedia). 

Metode kontak yang diinginkan​
(Misalnya: Signal, WhatsApp, email, atau saluran aman lainnya) 

 

—----------------------------------------------------------------------------------------------------------------- 
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