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Sendika ve Sivil Toplum Kuruluglari igin Veri Giivenligi
Protokolii
Son Giincelleme: 22 Ocak 2026

Sendika/STK Veri Glivenligi Protokold, Open Supply Hub’in meveut yénetisim ve hesap verebilirlik
gergeveleriyle birlikte uygulanir (Safequarding Policy ve Whistleblower Policy). Bu politikalar birlikte, risklerin

belirlenmesi, endiselerin dile getirilmesi, zararlarin roporlonmasi ve uygun durumiarda telafi yollarinin aranmasi

icin birbirini tamamiayan ve gliclendiren mekanizmalar olusturur.

I. Amag

Bu protokol, Open Supply Hub’'in (OS Hub), platformda veri paylasimi konusunda sendika ve

sivil toplum kuruluglar (STK) ile nasil galismayr amagladidini 6zetlemektedir.

Bu politika, OS Hub'in 2025 tarihli Beyond Transparency raporuna dayanir. (Raporun Tlrkge

dzetine buradan ulagilabilir). S6z konusu rapor, sendika ve STK’lardan alinan temel gérdsleri
yansitarak, OS Hub gibi dijital tedarik zinciri hesap verebilirlik araglarinin bu aktérlerden gelen
verileri nasil ele almasi gerektigine — &zellikle glven, guvenlik, riza ve karsilikiidr saglayacak

bicimde — i1k tutmustur.

Bu politika, OS Hub’in Kullanim Kosullari ve Veri Kullanim Politikalarini tamamilar; ancak onlarin

yerine gegmez. Bu tarinten énce sendika ve STK’lar tarafindan yUklenen veriler bu streg
kapsaminda incelenmis veya incelenmemis olabilir. Bundan sonraki ttm veri katkilari ise bu

politikaya tabi olacaktir.

OS Hub, geri bildirimlere dayanarak bu politikayi gelistirmeye ve glincellemeye devam

edecektir. Yorum veya 6nerilerinizi bu geri bildirim formu aracilidiyla paylasabilirsiniz.



https://open-supply.files.svdcdn.com/production/assets/images/OSHub-2025-Safeguarding-Policy.pdf?dm=1738866888
https://open-supply.files.svdcdn.com/production/assets/downloads/OS-Hub-Whistleblower-Policy.pdf?dm=1667292747
https://info.opensupplyhub.org/resources/beyond-transparency-building-safe-accessible-digital-tools-for-supply-chain-accountability
https://open-supply.files.svdcdn.com/production/assets/downloads/TR-S%CC%A7effafl%C4%B1g%CC%86%C4%B1n-O%CC%88tesinde-Tedarik-Zinciri-Hesap-Verebilirlig%CC%86i-ic%CC%A7in-Gu%CC%88venli-Eris%CC%A7ilebilir-Dijital-Arac%CC%A7lar-Olus%CC%A7turmak.pdf?dm=1759493027
https://info.opensupplyhub.org/governance-policies
https://forms.gle/WX1NFRYR9v9AYQhVA
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II. Roller

Veri Katkisinda Bulunan/Katki Saglayici (Contributor - Sendika/STK):

Katki saglayicilar, OS Hub’a sunduklari verilerin birincil kaynagidir. Génderilen bilgilerin dogru,
paylasimi gUvenli ve gerekli kurumsal riza alinarak sunuldugundan emin olmaktan
sorumludurlar. Veri katkisinda bulunma konusundaki nihai karar tamamen katki saglayiciya

aittir.
Open Supply Hub (OS Hub)
OS Hub sureci su yollarla kolaylastirir:

® Personeli ve danisma komitesi araciligiyla olasi glvenlik, hukuki ve itibara iligkin riskler

konusunda rehberlik saglar;

® Yayin dncesinde, olasi zararlari tespit etmek ve azaltmak amaciyla Glvenlik Inceleme

Asamasini uygular (asadya bakiniz);

® Riskleri en aza indirmek ve veri kalitesini artirmak igin katki saglayicilara geri bildirim,

anonimlestirme segenekleri ve pratik destek sunar.

Veri Kullanicilari

Veri kullanicilari, yayimlanan verilere OS Hub'in Hizmet Sartlarina uygun olarak erisebilir ve bu

verileri kullanabilir.


https://info.opensupplyhub.org/terms-of-service
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Sahiplik ve Lisans

OS Hub Uzerinde yayimlanan tUm veriler Creative Commons Atif 4.0 Uluslararasi (CC BY 4.0)

lisansi kapsaminda paylagilir. Bu, katki saglayicilarin verilerinin kaynagi olarak taninmaya devam
ettigi, OS Hub’in ise bu verileri s6z konusu lisansa uygun bigimde barindirdidi, diizenledigi ve

aclk kullanima sundugu anlamina gelir.

III. Veri Turleri & Riza

GuUvenligi saglamak amaciyla OS Hub verileri iki ana kategoriye ayirir: kurumsal veriler ve

kisisel/hassas veriler.

Kurumsal Veriler

Bireylere degil; kurumlara, isyerlerine veya kolektif yapilara iliskin bilgileri ifade eder.
Ornekler (tam liste degildir):

® Bolgeye gore fabrika veya tedarikgi listeleri

® Toplu is sézlesmelerinin (TIS) veya sikayet mekanizmalarinin varlid

® Bir arastirma ¢alismasi kapsaminda yer alan fabrikalar veya igyerleri

® Sendika veya STK dnculigindeki girisimler, kampanyalar ya da izleme faaliyetleri


https://creativecommons.org/licenses/by/4.0/deed.en
https://creativecommons.org/licenses/by/4.0/deed.en
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Kigisel veya Hassas Veriler

Bir kisiyi tanimlayabilecek, ifsa edebilecek veya tehlikeye atabilecek bilgileri ifade eder.

Ornekler (tam liste degildir):

® Iscilerin, emek drgitleyicilerinin veya ihbarcilarin isimleri, iletisim bilgileri ya da
fotografiari

® Kimligi belirlenebilir ayrintilar iceren bireysel vaka anlatimlart veya tanikliklar

® Konum, gbrev unvani veya olay aciklamasi Uzerinden bir kigiye kadar izlenebilecek her

tarlG veri

Protokol: Bu tiir bilgiler kamuya acik hale geldiginde glivenligi garanti edilemeyecegi igin

OS Hub kigisel veya hassas verilerin yliklenmesini kabul etmez.

Geri Cekme Hakki
Katki saglayicilar, istedikleri zaman verilerinin kaldirimasini talep edebilir. Acil talepler (6rnegin

glvenlik veya hukuki tehditlerle ilgili olanlar) mmkin oldudunda iki is gUinG iginde igleme alinir.

Atif
GuUvenli oldugu durumlarda OS Hub, katki saglayan kurulugun adini acikga belirtir.
Katki saglayicilar isimlerinin gdrinmesini istemezse, kayit su sekilde gdsterilir: “Bir Sivil Toplum

Kurulusu veya Bir Sendika tarafindan katki saglanmistir.”
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IV. Giivenlik Inceleme Asamasi

Sendika veya STK tarafindan yapilan hicbir veri katkisi, OS Hub’da yayimlanmadan énce
Guvenlik Inceleme Asamasindan gegcmeden yayinlanmaz. Bu siireg, veriler kamuya agik hale
gelmeden dnce katki saglayicilar, isgiler ve topluluklar agisindan dogabilecek riskleri
belirlemeye ve azaltmaya yardimer olur. Her génderim, yayimlanmadan énce hem OS Hub
ekibi hem de “Sendika ve STK Katilimi Danigma Komitesi’nden en az bir Uye tarafindan

incelenir.
Incelemeyi Kim Yiiriitiir

Danisma Komitesi, sendikalar ve sivil toplum kuruluglaryla ¢alisan veya bu kurumlarla yakin

calismig; farkl bélgelerde kargilagilan siyasi ve sivil riskleri anlayan kisilerden olusur.

Danisma Komitesi Uyelerinin timu, génderimleri siki gizlilik ve dzenle ele almakla ydkdmluddr.
Bilgileri yalnizca olasi glivenlik, hukuki veya qizlilik risklerini degerlendirmek amaciyla incelerler

ve inceleme sUreci diginda verileri paylasmalari veya tartismalart yasaktir.

Danigsma Komitesi, belirli bir gdénderim icin gerekli sektérel veya bdlgesel uzmanliga sahip
olmadigina karar verirse, OS Hub komite ve gdnderimi yapan kurulusla istisare ederek
incelemeyi desteklemek Uzere glivenilir bir dig uzman davet edebilir. Strece dahil edilen her

dis uzman da ayni gizlilik yoktmldltklerine ve sinirli kullanim amacina uymak zorundadir.

Seffafligr saglamak amaciyla katki saglayicilar, génderimlerini inceleyen Danisma Komitesi
Uyesinin adini ve bilgilerini talep edebilir. Katki saglayicilar ayrica, nihai karar verilmeden énce
baglami aciklamak veya olasi risk azaltma seceneklerini gérismek igin ilgili Uye ile kisa bir

aciklama gértismesi talep edebilir.
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incelemenin Odak Alanlari

Su anda OS Hub’in Givenlik Inceleme Asamasi U risk kategorisine odaklanmaktadir.

Bu kategoriler, yeni baglamlari ve edinilen deneyimleri yansitacak sekilde zaman iginde

guncellenebilir.
a. Orglitlenme Ozgirliigi ve Sivil Alan Riskleri
Temel sorular sunlari icerir:
® Yayinlama, isgileri, 6rgutleyicileri veya sendikalart misilleme ya da taciz riskine maruz

birakabilir mi?

® \/eri, sendika veya STK faaliyetlerinin sug sayildigi ya da ciddi bicimde kisitlandidi bir

baglamla mi ilgilidir?

OS Hub su anda bir sendika veya kurulusun “megru” ya da “sari sendika” olup

olmadigini degerlendirmez. Bu tdr yargilar mevecut yetki alanimizin digindadir. Gelecekte
OS Hub, kullanicilarin farkii tdrde sendika ve STK'lari ayirt edebilmesine yardimci olmak
amaciyla (6rnegin platform (izerinde simgeler veya isaretler araciligiyla) farkl kategoriler

veya tanimiayicilar geligtirebilir.

b. Hukuki ve Uyumluluk Riskleri
Temel sorular gunlart igerir:

® (Gonderim, karalayici, yaniltict veya hatall oldugu iddiasiyla itiraza konu olabilir mi?
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® (OS Hub’a veya katki saglayicilara kargi dava, sorumluluk veya bagka hukuki islem

riskleri 6&ngdrdlebilir mi?

® Yayinlama, ulusal mevzuatin veya mevcut veri paylasim anlagmalarinin inlal edilmesi

riskini taglyor mu?

c. Veri Hassasiyeti ve Gizlilik Riskleri
Temel sorular sunlari icerir:
® (Gonderim, isimler cikariimig olsa bile kisisel veya kimligi belirlenebilir bilgiler iceriyor

mu?

® Kisiler, gérev unvanlari, olaylar veya cografi ayrintilar Gzerinden yeniden tanimlanabilir

mi?
® \/eri; gbzetleme, kimlik ifgasi (doxxing) veya yildirma amaciyla kdtlye kullanilabilir mi?

® \eri, kamuya agik hale gelmesi durumunda magdurlar yeniden travmatize edebilecek

siddet veya taciz anlatimlari iceriyor mu?

Zaman Cizelgesi

Normal kosullar altinda OS Hub, eksiksiz bir génderim alindiktan sonra Guvenlik Inceleme

Asamasini 10 is ginu icinde tamamlamay hedefler.

Acil gdnderimlerde — 6rnegin yayin zaman agisindan kritikse veya aktif bir kampanyayla
baglantillysa — inceleme ve yayin stirecinin, inceleyicilerin musaitligi ve risk kosullarina bagl

olarak, 5 is gUnU iginde tamamlanmasi igin azami caba gdsterilir.
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Sinirlamalar

Yukaridaki kategoriler ve zaman gizelgeleri her olasi durumu kapsamaz. OS Hub bunlari, cok
Ulkeli ekibinin, Danisma Komitesinin ve uzmanlarinin mevceut en iyi degerlendirmesine
dayanarak uygular. Ancak tam koruma garanti edilemez; bu nedenle katki saglayicilarin, veri

géndermeden énce olasi riskleri dikkatle degerlendirmeleri tesvik edilir.

Giivenlik Inceleme Asamasinin Olasi Sonuglari

Sonug Aciklama

Yayinlama Veri OS Hub’a dahil edilmek Gzere onaylanir. Anonimlestirme veya sinirli

atif gibi koruyucu 6nlemler uygulanabilir.

Erteleme Katki saglayicidan ek agiklama beklenirken veya ek glvenlik dnlemleri

alinirken yayin gegici olarak ertelenir.

Karantina /
Gonderimi yapan kurulugla istisare edilerek, gtvenli bicimde

Red
yayimlanamayacak kadar riskli oldugu degerlendirilirse veri yayinlonmaz.
OS Hub, katki saglayiciyla birlikte sanstrleme, anonimlesgtirme veya
gecikmeli yayin gibi secenekleri degerlendirir; veri glvenli bicimde

saklanir ve kosullar iyilestiginde yeniden gézden gegirilir.
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Karar Yetkisi & Seffaflik

Sendika/STK Danisma Komitesi, bir veri setine iliskin gtvenlikle ilgili tim kararlarda nihai
yetkiye sahiptir. Komitenin gérevi, katki saglayicilari ve hak sahiplerini korumak; bireyleri veya
gruplart makul bicimde zarar, misilleme ya da hukuki riskle karsi karsiya birakabilecek hichbir

verinin yayimlanmamasini saglamaktir.

GuUvenlikle ilgili kararlar, kontrol listesine dayall veya otomatik esiklere goére degil, baglamsal bir
degerlendirme yoluyla alinir. Risk sorularindan birine ya da birkagina “evet” yaniti verilmesi tek
basina bir génderimin reddedilmesi anlamina gelmez. Bunun yerine komite, tespit edilen

risklerin anonimlestirme, sanstrleme, gecikmeli yayin, sinirl atif veya ek koruyucu 6nlemler gibi

yontemlerle makul bicimde azaltilip azaltilamayacagini degerlendirir.

Komite, bir veri setinin tamaminin veya bir balIimuandn yénetilemez bir risk olusturduguna karar
verirse, risk azaltilana kadar veri yayimlonmaz. Bu yaklagim, “zarar vermeme” ilkesine baglilid

ve gorunurltkten énce guvenligi dnceliklendirme taahhUdinG yansitir,

Bir gdnderim gUvenlik gerekgesiyle ertelendiginde, dedistirildiginde veya reddedildiginde,
Danigsma Komitesi Uyeleri katki saglayan kurulugla dogrudan gérigerek endiseleri agiklomaya,
kararin gerekgesini paylasmaya ve veriyi desteklemenin veya temsil etmenin daha glivenli

alternatif yollarini birlikte degerlendirmeye hazirdir.

Zaman iginde tutarliigl, hesap verebilirligi ve kurumsal 6grenmeyi desteklemek amaciyla Open
Supply Hub, Giivenlik Inceleme Asamasina iliskin kararlarin ve gerekgelerinin dahili bir kaydini
tutar. Bu kayit ydnetisim ve referans amagl kullanilir; Danigma Komitesi Uyelidi degisse bile

sureklilik saglar ve kamuya agik degildir.
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V. Diizeltme, Revizyon ve Yayindan Kaldirma

OS Hub, veriler platformda yayimlandiktan sonra kosullarin, risklerin veya olgularin
degigebilecedini kabul eder. “Zarar vermeme” ilkesini korumak amaciyla katki saglayicilar ve

etkilenen taraflar, gerektiginde dizeltme, kaldirma veya basgka telafi yollari talep edebilir.
Talep Nasil Yapilir
Talepler su kisiler tarafindan génderilebilir:

® \/eriyi saglayan sendika veya sivil toplum kurulusu; veya

® Katki saglayici tarafindan yetkilendirilmis bir irtibat Kigisi.

Yetkili temsilcinin adi ve iletisim bilgileri, veri gébnderimi sirasinda OS Hub’in resmi

sendika/STK veri gdnderim formunda (Tirkce & Ingilizce) ya da génderim stirecinde

kararlastirlan alternatif yollarla belirtiimelidir.
Talepler support@opensupplyhub.org adresine gdnderilmeli ve herhangi bir dilde yazilabilir.

Yerel veya bélgesel dillerde yapilan bagvurular, zamaninda ve dogru takip saglamak amaciyla

gerektiginde kurum iginde cevrilecektir.
Uygun Talepler

OS Hub, asagidaki nedenlerle yapilan dizeltme, revizyon veya yayindan kaldirma taleplerini

kabul eder (6rnekler sinirli degildir):

® Gulvenlik tehditleri: Yayin, zarar, misilleme veya hukuki risk ihtimali yaratiyor ya da
artirryorsa
® Yanligliklar veya hatall atiflar: Maddi hatalar, yanlig tesis bilgileri veya yanlis kaynak

gosterimi

10


https://forms.gle/efKdYJEy8BsofjAp6
https://docs.google.com/forms/d/e/1FAIpQLScrho4c9K-s8cCQkppf-zs665UBkQk_e7J-XPYtzfBuLnf5IA/viewform
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® Rizanin geri gekilmesi: Katki saglayict veya yetkili temsilci yayin iznini geri cekmek

isterse

® Yasal emirler veya kisitlamalar: Mahkeme kararlari, resmi makam talimatlari veya

baglayict yakumlaltkler.
® Diger mesru endiseler: Yeni ortaya ¢ikan baglamsal riskler, gizlilik sorunlart veya

topluluk dlzeyinde itirazlar gibi durumlar.

Mevcut Eylemler
Talebin niteligine ve risk dizeyine bagli olarak OS Hub:

® Inceleme stiresince kaydi gegici olarak gizleyehbilir;
® Belirli alanlari veya metinleri dizeltebilir ya da sansurleyebilir;
® Kayd tamamen kamu gdriniminden kaldirabilir; veya

® Dogrulanmig gincellemeler ya da baglamsal agiklamalar ekleyebilir.

Hesap verebilirlik ve tutarliidr saglamak amaciyla alinan ttm kararlar OS Hub’in dahili karar

kayit sistemine iglenir.
Zaman Cizelgesi

® Acil durumlar (6rnegin glvenlik veya hukuki tehditler) mimkin oldugunda iki is gin

icinde degerlendirilir ve igleme alinir.

® Acil olmayan durumlar beg is gunu icinde incelenir. Bir talep hafta sonu veya resmi tatil

guninde gelirse, iglem bir sonraki is gininde baslatilir.

11
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Iletisim ve Takip

Katki saglayicilar, talepleri isleme alindiktan sonra bilgilendirilir.

Ek agikloma gerektiginde, OS Hub personeli veya Danisma Komitesi Uyeleri, nihai karar

verilmeden dnce mevcut secenekleri gbérismek Uzere iletisime gecebilir.

Bir talep daha genis veya tekrarlayan bir risk 6rintlsind ortaya koyuyorsa — drnegin
yinelenen tehditler veya bdélgeye 6zqu kisitlamalar — OS Hub, benzer vakalarda tutarli

uygulama ve kurumsal 6grenmeyi saglaomak amaciyla Danisma Komitesine danigabilir.

VI. Katki Saglayicilarin Sorumlulukiari

OS Hub’a veri katkisinda bulunan sendikalar ve sivil toplum kuruluslar (STK), paylagilan

bilgilerin gtvenilir, glivenli ve haklara saygill kalmasinda énemili bir rol oynar.
Katki saglayicilar, veri gdéndererek asagdidaki ilkelere uymayi kabul eder.
a. Zarar Vermeme

Katki saglayicilar, verinin yayimlanmasinin iscileri, érgUtleyicileri veya topluluklari tehlikeye
atmamast icin makul ttm ¢abayi géstermelidir. Buna, génderim dncesinde temel bir risk

degerlendirmesi yapmak ve gerekirse hukuki, dijital glvenlik veya kurumsal uzmanlara

danismak da dahildir.
b. Glivenli Kanallar Kullanma

Veriler yalnizca glivenli ve glvenilir kanallar Gzerinden aktariimalidir. OS Hub, sendika/STK veri

génderimleri icin resmi veri génderim formu (Tlrkce & Ingilizce) Gizerinden veri kabul eder.

Bu form, Google politikalarina uygun olarak dosyalarin gtvenli bicimde iletiimesini saglayan bir

Google oturumu gerektirir.

12
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Herhangi bir nedenle bu ydntem uygun veya rahat degilse, OS Hub katki saglayicilarla birlikte,
baglamlarina ve risk dlzeylerine uygun alternatif aktarim ydntemleri belirleyebilir (6rnedin sifreli

e-posta veya karsilikl mutabik kalinan bagka bir glivenli kanal).
c. Dogru ve Adil Olma
Gdnderim sirasinda mevcut olan en iyi ve dogrulanabilir bilgileri saglayin.

Bilgi eksikse, ihtilafliysa veya dogrulanmayi bekliyorsa, bunu “iddia”, “dogruloma bekleniyor”

veya “yaklasik” gibi ifadelerle agikga belirtin.
d. Rizaya Saygi Gosterme

Gonderimden dnce, ilgili ttm kuruluglarin veya aglarin kendileriyle ilgili verilerin dahil edilmesine

onay verdiginden emin olun. Kigisel veya kimligi belirlenebilir veriler asla dahil ediimemelidir.
e. Takip Stirecine Katilim
Katki saglayicilar, mimkin oldugu élglide:

® OS Hub veya Danisma Komitesinin agikloma taleplerine yanit vermeli;

® Yayin sonrasi ortaya gikabilecek glvenlik veya dogruluk sorunlarinin belirlenmesine ve

¢6zUlmesine destek olmalidir.

f. Gerektiginde Giincelleme veya Geri Cekme

Gdnderilen herhangi bir bilginin zamanla gtincelligini yitirmesi, hatall hale gelmesi veya
cevrimigi kalmasinin risk olusturmasi durumunda, katki saglayicilarin diizeltme sUreci
araciligiyla OS Hub’t derhal bilgilendirmesi tesvik edilir (asadiya bakiniz). Bu, dogrulugun

korunmasina ve stirece dahil olan herkesin glvenliginin saglanmasina yardimet olur.

13
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VII. Protokoliin Gozden Gegirilmesi

Bu politika en az yilda bir kez gdzden gecirilir ve sendikalari, sivil toplum kuruluslarini,
veri katki saglayicilarini veya Open Supply Hub’in kendisini etkileyen hukuki, operasyonel

ya da baglamsal degisiklikleri yansitacak sekilde gerektiginde glncellenir.

Yapilan her revizyon strUmlendirilir ve tek, yetkili referans noktasl saglomak amaciyla

Open Supply Hub’in Yonetisim ve Politikalar sayfasinda yayimlanir.

Ek A: Veri Gonderim Formu

Katki saglayicilar, kurumsal verileri OS Hub ile asagidaki form araciligyla paylasabilir:

OS Hub Sendika/STK veri génderim formu (Turkce & Ingilizce): Bu form tizerinden veri

paylasabilmek igin bir Google hesabiyla giris yapilmasi gerekmektedir. Google hesabiniz yoksa
veya alternatif bir ydntem kullonmaniz gerekiyorsa, IUtfen support@opensupplyhub.org

adresine e-posta génderin.

Veri gbnderirken, her Uretim tesisi veya igyeri icin asagidaki temel tanimlayici bilgileri eklemeniz

rica olunur:

® Tesis / Is Yeri Adi

® Adres (asadidaki rehbere bakiniz)
® Sektdr / EndUstri

e Ulke

14
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Veriler herhangi bir formatta génderilebilir (6rnedin: excel dosyalari, PDF’ler, kisa raporlar veya

metin dosyalarr).

Gdnderim Formunu kullanirken baglanti sorunlari, dil engelleri veya dijital glvenlik endiseleri
gibi zorluklarla karsilasirsaniz, OS Hub Signal veya sifreli e-posta dahil olmak Uzere alternatif

guvenli génderim ydntemleri dnerebilir.
Adreslere iliskin Rehber

Azami dogruluk ve kullanilabilirligi saglamak icin, mimkdn oldugu élclide adreslerin asagidaki

rehbere uygun olmasi 6nerilir:
Adresler muimkiin oldugunca eksiksiz olmali ve sunlari icermelidir:

® Sokak numarasi
® Sokak adl

® Sehir/ilge

® i/ eyadlet

® Posta kodu

Sokak adi ve/veya numarasi mevcut degilse veya kullaniimiyorsa, llitfen asagidakilerden

uygun olanlari kullanin:

® Nahalle adi; ve/veya
® Koy adi; ve/veya
® Sanayi bdlgesinin adi ve parsel numarasi(lar); ve/veya

® Yerel olarak taninan basgka bir cografi tanimlayici.
Ek rehber:

® Latin alfabesi disindaki karakterleri miimkiin oldugunca Latin / Ingilizce karsiliklarina

gevirin.
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® Posta Kutusu veya benzeri ifadeleri (6rnegin: P.K., P.O. Box, Caixa Postal, Apartado
Postal) kaldirin; bunlar cografi konumlandirmayi ve adres dogrulugunu olumsuz

etkileyebilir.

Adresin tam ayrintilarini paylagmak zor veya riskliyse, katki saglayicilarin bunu génderim
sirasinda belirtmesi tesvik edilir; bdylece Open Supply Hub, Givenlik Inceleme Asamasinda

uygun koruyucu Snlemleri degerlendirebilir.

Ek B — Yayindan Kaldirma / Diizeltme Talep Sablonu

Bir dUzeltme, sansurleme veya kaldirma talebinde bulunmak icin IUtfen agsagidaki bilgileri

saglayin.

Bu formati bir e-postaya kopyalayarak support@opensupplyhub.org adresine herhangi bir

dilde gbnderebilirsiniz.
Konu satiri: Yayindan Kaldirma / Diizeltme Talebi
Talep eden kiginin adi ve rolii:

Kayit / URL / Tesis tanimlayicisi:

LUtfen s6z konusu veri kaydini veya veri setini agikga belirtin.

Sorun tiiri:

Lutfen asagidakilerden hangisinin gegerli oldugunu belirtin (6rnekler):

® Guvenlik riski

® Yanliglk / hatali bilgi

® Rizanin geri ¢ekilmesi

® Yasal emir (varsa ekleyin)

® Diger (Iutfen agiklayin)
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Talep edilen iglem:

Lutfen OS Hub’dan ne yapmasini istediginizi belirtin (6rnekler):

® Belirli ayrintilari sansUrleme
® (Gegcici olarak gizleme
® Tamamen kaldirma

® Diger (IUtfen agiklayin)

Gerekcge ve kanit:
En fazla 500 kelime ile agiklayin. Varsa destekleyici belgeleri ekleyin.
Tercih edilen iletigim yontemi:

(6rnegin: Signal, WhatsApp, e-posta veya baska glivenli bir kanal)
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